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• Forcepoint NGFW 2105 v6.3.10 Dynamic Update Package 1164
• Fortinet FortiGate-100F v6.0.2 build6215 (GA)
• Palo Alto Networks PA-5250 9.0.3-h2

• Versa Networks V2000 16.1 R2 S8
• Vendor A

PRODUCTS TESTED
OCTOBER 2019

NOTES

1. Trend Micro was unable to participate in this group test due to timing issues, but will be bringing a product in for testing in the near future. We will publish a 
report once testing is complete.

2. The Palo Alto Networks device as submitted failed to operate properly, requiring Palo Alto Networks engineering intervention to resolve. Details regarding 
the abnormal state and missed evasions can be found in this blog: https://www.nsslabs.com/blog/2019/10/8/ngips-5-0-errata-palo-alto-networks/  
Within the test report, differences between the initial tested state and the device’s subsequent tested state are highlighted in yellow.

Average

Average

NSS Labs was unable to measure the effectiveness and determine the 
suitability of products from two market leaders and therefore cautions 
against their deployment without a comprehensive evaluation.
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